
Information
Systems
Risk
Manager

Common Job DutiesMedian Salary

Job Growth

Soft Skills

Manage organizational resources (time, money, 
personnel, etc.) to support security goals and policies

Collaborate with intelligence analysts/targeting organizations 
involved in related areas

Define, implement and maintain corporate security policies 
and procedures

Spearhead vulnerability audits, forensic investigations, 
and mitigation procedures at all operations levels

Conduct in-depth research and analysis

Identify threats to Blue Force vulnerabilities

Identify threat tactics and methodologies

Provide timely notice of imminent or hostile intentions
or activities which may impact organization objectives, 
resources, or capabilities

$87,700

+25%

Strong Leadership

Good Communication

Efficient Multitasker

Creative Problem Solver

Comfortable Delegating

Information Systems Risk Managers develop cyber indicators to maintain awareness of the 
status of a highly dynamic operating environment.  Recent high-profile breaches in public, private 
and government sectors have increased awareness for the need for Risk Management 
professionals. A Risk Manager is responsible for collecting, processing, analyzing, and 
disseminating cyber threats and performing warning assessments.
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Mile2 Cybersecurity Certification’s Suggested Course Progression

C)SP
Security 
Principles

C)ISSO
Information Systems

Security Officer

C)ISRM
Information Systems

Risk Manager

C)RMFA
Risk Management
Framework Analyst

*Earn all four certifications listed above to earn your Certified Master Information Systems Risk Manager Badge


